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Figure 6.4: Routing Overhead for AODV and OLSR 

 

Figure 6.5: Throughput for AODV and OLSR 
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The throughput is another representation of the Packet Delivery Ratio (figure 6.5). AODV 

provides a higher throughput for larger topologies because it has a smaller routing overhead 

compared to OLSR which creates a lot of overhead for larger topologies.  

 

6.2 Performance Comparison of AODV and OLSR with Varying Traffic  

As the traffic load is varied, AODV performs relatively better than OLSR, because AODV 

being a reactive protocol launches the route discovery process relatively infrequently whereas 

OLSR generates periodic routing traffic (figure 6.6). Moreover, mobility causes significantly 

more changes for OLSR (neighbor detection, Topology Control) compared to AODV. 

Excessive packets worsen the network conditions as the load increases and hence OLSR 

performs worse than AODV. Overall, the performance of both protocols deteriorates as the 

load increases (figure 6.7). Hence, we see decreased packet delivery rates and increasing 

packet loss rates for both protocols. 

 

 

Figure 6.6: Performance Comparison of AODV and OLSR with Varying Traffic 
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Both protocols show comparable performance in terms of end-to-end delay, as the traffic load 

is increased on the network (figure 6.8). Overall, we see that both the protocols have increasing 

delays as the traffic load is increased because increased traffic on the wireless medium causes 

collisions which in turn necessitate retransmissions at MAC layer, resulting in larger end-to-

end delays. 

 

Figure 6.7: Packet Loss Percentage for AODV and OLSR 

 



 
Undergraduate Thesis Report 

Department of Electrical and Electronic Engineering, East West University  80 

 

 

               Figure 6.8: End-to-End Delay AODV and OLSR 

 

Figure 6.9: Routing Overhead Comparison for AODV and OLSR 
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The biggest difference in terms of performance of the two protocols stems from the large 

difference in the routing overhead of the two protocols (figure 8-9). OLSR in general generates 

a larger overhead being a proactive protocol while AODV generates a smaller overhead as it 

creates routes only when required. It is also interesting to note that increasing the traffic has 

almost no impact on the routing overhead because the routing overhead is mainly dependent on 

the network size, which for this simulation remains constant. 

 

Figure 6.10: Throughput Comparison for AODV and OLSR 

 

Similar to the results for Packet Delivery Rate, the throughout obtained with AODV is higher 

than that of OLSR mainly because of the problem of routing overhead and a higher collision 

rate in OLSR as the load increases (figure 6.10). Overall, for both protocols, the throughput 

increases as the amount of traffic injected in the network increases (figure 6.10). 
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6.3 Performance Comparison of AODV and OLSR for Varying Mobility 

 

Figure 6.11: Throughput Comparison for AODV and OLSR 

 

In terms of throughput, the two protocols show similar performance as the mobility rate is 

varied (pause time 5s to 15s) (figure 6.11). This is primarily because the two protocols differ 

significantly when the topology size changes, but for the case of mobility, the topology size is 

constant. 
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Figure 6.12: End-to-End Delay Comparison for AODV and OLSR 

In terms of end-to-end delay, the delay remains more or less constant as the mobility is varied 

(figure 6.12). Both protocols are well equipped to handle mobility scenarios and therefore give 

acceptable performance. 

In terms of routing overhead, the important point to note is that the routing overhead remains 

more or less constant for both the protocols with AODV giving a smaller routing overhead due to 

its reactive nature (figure 6.13). The overhead remains constant because it is mainly dependent 

on the network size and not on the mobility. 
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Figure 6.13: Routing Overhead Comparison for AODV and OLSR 
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Figure 6.14: Packet Delivery Comparison for AODV and OLSR 

In terms of packet delivery and loss, again, both protocols perform more or less similarly 

because the topology size remains constant and hence, the number of routing packets remains 

more or less constant giving a constant and somewhat stable performance for both protocols 

(figure 6.14 and 6.15). 
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Figure 6.15: Packet Loss Comparison for AODV and OLSR. 
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CHAPTER 7 

Conclusion and Future work 

The aim of this work was to evaluate the performance of routing protocols AODV and OLSR. In 

this thesis, based on the results of simulation a comparative analysis was done between selected 

routing protocols AODV and OLSR and the results were documented. The performance has been 

evaluated based on parameters that aim to figure out the effects of routing protocols. By 

comparing these protocol performances, this work justifies that the AODV routing protocol 

performs better compared to OLSR in terms of: 1) End-to-end delay 2) Throughput 3) Packet 

loss 4) Packet delivery ratio 5) Routing overhead AODV is a reactive protocol and creates a very 

low routing overhead due to discovering routes only when needed, OLSR is proactive in nature. 

From the comparative analysis of routing protocols, the AODV outperforms the OLSR. The 

AODV has low load than OLSR respectively. From the above results 4-3, 4-4, 4-5, 4-6 and 4-7 

the behavior of all the routing protocols in different number of mobile nodes, it can be seen that 

which routing protocol perform well. In terms of network size, mobility and traffic load AODV 

shows better results than OLSR. From the simulated results the behaviors of all routing protocols 

for different numbers of mobile nodes was observed and we came to the conclusion that AODV 

routing protocol performs well. The study of these routing protocols shows that the AODV is 

better in wireless ad-hoc network according to the simulation results but it is not necessary that 

AODV perform always better in all the networks. Its performance may vary by varying the 

network. At the end we came to the point that the performance of routing protocols vary with 

network size and selection of accurate routing protocols according to the network that ultimately 

influence the efficiency of that network in efficient way. Future work is about the development 

of modified version of the selected routing protocols, which should consider different aspects of 

routing protocols such as rate of higher route establishment with less route breakage and the 

weakness of the protocols mentioned should be improvised. 
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