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Abstract 

  

In this report several key issues like maintenance, management and understanding of a complete 

Network system of Radiant Communications Limited [RCL] has been focused. The network 

system of RCL provides different kinds of services such as ‘Data connectivity’ service, ‘Internet’ 

service, ‘Security’ service, ‘Fiber optics network’ service, ‘Network infrastructure design and 

maintenance’ service, and Support. For proper network design two or three back up links were 

preserved in order to provide secure service during power instability problem. As a technical 

support I had to face most of the problems for data connectivity, internet service and fiber optics 

network. Authentication failure of a user was one the problem. By using ‘’WINBOX’’ software 

it was possible to see the details about that client and to solve that problem. Another technical 

problem was Fiber cut/break problem which happened several times. One of the plausible way to 

know about fiber cut is to first check the DB of that link. If there is no DB, then to use optical 

time-domain reflectometer (OTDR) machine. The OTDR machine inform us the total distance, 

from where the fiber is cut and the DB also. Besides there were many other technical problems. 

This internship has given me the opportunity to work and learn some software and hardware 

architecture practically and acquire a clear knowledge about understanding network system 

based problems and to find some credible solutions. 
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Chapter-1 

  

Introduction 

Background of the study   

In the broadest terms, people like to view the internet as a cloud, I put my data in one place, it 

comes out the place I want it to on the other side. In reality the internet is tens of thousands 

kilometers of fiber optics cable, hundreds of thousands to millions of kilometers of copper wire, 

and hardware and software connecting them all together in a redundant, fast, and self-sufficient 

network. But no need to worry, it’s not bad: cause, I just have to worry about very small portion 

of the network, I can let someone else worry about the rest. 

 

I had an opportunity to work with the most leading IT and Internet service provider[ISP] 

company that is Radiant communications Limited. I consider myself timely to get a chance to 

take a deep look to their development methods, working models, deals and industrial behavior. 

And I was intending to look into the networking industry and how it looks like practically, how 

they interact with their clients, how they design a system and what are their rules in their 

environmental works.   

 

I got the chance to work in Network Operation Center[NOC] in Radiant communications 

Limited. we know computer networking is the principal part of our modern life. I have tried my 

best to know the commuter networking and how does it works, how to design a wide area 

network and backbone network, what are the important keys to design a beneficial network, how 

can I design cost effective network and how to mitigate downtime of a network.  
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About Radiant Communications Limited                                                              

Radiant Communication Ltd. (RCL) is a pioneer in the Information and Communication 

Technology industry of Bangladesh, having launched their computer and network services back 

in 2004. It has evolved their trade initiatives in the ICT sector with an aim to serve the market 

demands of a broad range of Business IT needs. RCL address all aspects of a product/project 

development lifecycle, ranging from preliminary analysis and design to programming, hardware 

and software specification, project implementation, and training. 

RCL providing corporate IT solutions offering various IT services nation-wide. It has the 

expertise and specialization to provide world-class connectivity solutions such as WAN, VPN. 

RCL places special importance on quick adoption of new technology.  

 

 RCL continuously strive to deliver true business benefits by simplifying connectivity and 

providing cost-effective IT solution for maximum performance, security and convenience. It 

provides complete Web Solutions and information services to both local and foreign clients, as 

well as E-commerce capabilities, order processing, payment handling, product/services delivery, 

and all other pertinent services throughout the transaction cycle. 

 

RCL ensures its clients an exceptional level of service using appropriate mix of world-class 

talent, strong management focus, dedicated business units and a strongly built financial platform. 

It endeavours to provide superior services by handling knowledge based and manpower intensive 

activities to improve the client's cost structure, competitive efficiency, price-performance and 

bottom line results. 

Name and address in short 

Company name: Radiant Communications Limited 

Address:  Suite#D5-6, Bashati Condominium, House#15, Road#17, Kemal Ataturk Avenue,                      

Banani, Dhaka-1213, Bangladesh 

 

Phone: +8809636221100 Web address: www.radiantbd.com   Mail: mail@radiantbd.com 

http://www.radiantbd.com/
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Chapter-2 

Devices 

Router : 

A router is a networking device that forwards data packets between computer networks. Routers 

perform the "traffic directing" functions on the Internet. A data packet is typically forwarded 

from one router to another through the networks that constitute the internetwork until it reaches 

its destination node.  

 

                                                     Figure 1.1: Router 

A router is connected to two or more data lines from different networks (as opposed to a network 

switch, which connects data lines from one single network). When a data packet comes in on one 

of the lines, the router reads the address information in the packet to determine its ultimate 

destination. Then, using information in its routing table or routing policy, it directs the packet to 

the next network on its journey. This creates an overlay internetwork. 

The most familiar type of routers are home and small office routers that simply pass data, such as 

web pages, email, IM, and videos between the home computers and the Internet. An example of 

a router would be the owner's cable or DSL router, which connects to the Internet through an 

ISP. More sophisticated routers, such as enterprise routers, connect large business or ISP 

networks up to the powerful core routers that forward data at high speed along the optical fiber 

lines of the Internet backbone. Though routers are typically dedicated hardware devices, use of 

software-based routers has grown increasingly common.                                                                                                                                          

https://en.wikipedia.org/wiki/Networking_device
https://en.wikipedia.org/wiki/Data_packet
https://en.wikipedia.org/wiki/Computer_network
https://en.wikipedia.org/wiki/Internet
https://en.wikipedia.org/wiki/Network_switch
https://en.wikipedia.org/wiki/Network_switch
https://en.wikipedia.org/wiki/Routing_table
https://en.wikipedia.org/wiki/Routing_policy
https://en.wikipedia.org/wiki/Internetwork
https://en.wikipedia.org/wiki/Home_router
https://en.wikipedia.org/wiki/Internet_service_provider
https://en.wikipedia.org/wiki/Core_router
https://en.wikipedia.org/wiki/Optical_fiber
https://en.wikipedia.org/wiki/Internet_backbone
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OTDR [optical time domain reflectometer] : 

An optical time-domain reflectometer (OTDR) is an optoelectronic instrument used to 

characterize an optical fiber. An OTDR is the optical equivalent of an electronic time domain 

reflectometer. It injects a series of optical pulses into the fiber under test and extracts, from the 

same end of the fiber, light that is scattered (Rayleigh backscatter) or reflected back from points 

along the fiber. The scattered or reflected light that is gathered back is used to characterize the 

optical fiber. This is equivalent to the way that an electronic time-domain meter measures 

reflections caused by changes in the impedance of the cable under test. The strength of the return 

pulses is measured and integrated as a function of time, and plotted as a function of fiber length. 

     

                                        Figure 1.2: OTDR 

 

The reliability and quality of an OTDR is based on its accuracy, measurement range, ability to 

resolve and measure closely spaced events, measurement speed, and ability to perform 

satisfactorily under various environmental extremes and after various types of physical abuse. 

The instrument is also judged on the basis of its cost, features provided, size, weight, and ease of 

use.                                                                                                                                                                    

https://en.wikipedia.org/wiki/Optoelectronic
https://en.wikipedia.org/wiki/Optical_fiber
https://en.wikipedia.org/wiki/Time_domain_reflectometer
https://en.wikipedia.org/wiki/Time_domain_reflectometer
https://en.wikipedia.org/wiki/Light
https://en.wikipedia.org/wiki/Rayleigh_scattering
https://en.wikipedia.org/wiki/Electrical_impedance
https://en.wikipedia.org/wiki/Time
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Switch: 

A switch is a device in a computer network that electrically and logically connects together other 

devices. Multiple data cables are plugged into a switch to enable communication between 

different networked devices. Switches manage the flow of data across a network by transmitting 

a received message only to the one or more devices for which the message was intended. Each 

networked device connected to a switch can be identified using a MAC address, allowing the 

switch to regulate the flow of traffic. This maximizes the security and efficiency of the network 

 

 

Figure 1.3: switch 

 

 

A network switch (also called switching hub, bridging hub, officially MAC bridge[1]) is a 

computer networking device that connects devices together on a computer network, by using 

packet switching to receive, process and forward data to the destination device. Unlike less 

advanced network hubs, a network switch forwards data only to one or multiple devices that 

need to receive it, rather than broadcasting the same data out of each of its ports. 

                                                                                                                                                                

 

https://en.wikipedia.org/wiki/Computer_network
https://en.wikipedia.org/wiki/MAC_address
https://en.wikipedia.org/wiki/Network_switch#cite_note-1
https://en.wikipedia.org/wiki/Computer_networking_device
https://en.wikipedia.org/wiki/Computer_network
https://en.wikipedia.org/wiki/Packet_switching
https://en.wikipedia.org/wiki/Network_hub
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Media Converter [MC]:                                                                                                                   

A fiber media converter is a simple networking device that makes it possible to connect two 

dissimilar media types such as twisted pair with fiber optic cabling. They were introduced to the 

industry in the 1990s, and are important in interconnecting fiber optic cabling-based systems 

with existing copper-based, structured cabling systems. They are also used in metropolitan area 

network (MAN) access and data transport services to enterprise customers. 

 

 

  

Figure 1.4: media converter 

 

Fiber media converters can connect different local area network (LAN) media, modifying duplex 

and speed settings. Switching media converters can connect different speed network segments. 

Fiber media converters support many different data communication protocols including Ethernet, 

Fast Ethernet, Gigabit Ethernet, T1/E1/J1, DS3/E3, as well as multiple cabling types such as 

coax, twisted pair, multi-mode and single-mode fiber optics. Media converter types range from 

small standalone devices and PC card converters to high port-density chassis systems that offer 

many advanced features for network management. 

 

https://en.wikipedia.org/wiki/Computer_Network
https://en.wikipedia.org/wiki/Optical_fiber
https://en.wikipedia.org/wiki/Structured_cabling
https://en.wikipedia.org/wiki/Metropolitan_area_network
https://en.wikipedia.org/wiki/Metropolitan_area_network
https://en.wikipedia.org/wiki/Enterprise_architecture
https://en.wikipedia.org/wiki/Local_area_network
https://en.wikipedia.org/wiki/Ethernet
https://en.wikipedia.org/wiki/Fast_Ethernet
https://en.wikipedia.org/wiki/Gigabit_Ethernet
https://en.wikipedia.org/wiki/Digital_Signal_3
https://en.wikipedia.org/wiki/Coaxial_cable
https://en.wikipedia.org/wiki/Twisted_pair
https://en.wikipedia.org/wiki/Multi-mode_optical_fiber
https://en.wikipedia.org/wiki/Single-mode_optical_fiber
https://en.wikipedia.org/wiki/Network_card
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Power over Ethernet (Poe): 

power over Ethernet or ‘’Poe’’ describes any of several standardized or ad hoc systems which 

pass electrical power along with data on Ethernet cabling. This allow a single cable to provide 

both data connection and electrical power to devices such as wireless access point or ip-cameras. 

Unlike standards such as universal serial bus which also power devices over the data cables. PoE 

allows long cable lengths. Power may be carried on the same conductors as the data, or it may be 

carried on dedicated conductors in the same cable. 

 

 

 

                                                                            Figure 1.5: PoE 

 

 

 

 

 



17 
 

Fiber Optics:  

An optical fiber cable is a cable containing one or more optical fibers that are used to carry light. 

The optical fiber elements are typically individually coated with plastic layers and contained in a 

protective tube suitable for the environment where the cable will be deployed. Different types of 

cable are used for different applications, for example long distance telecommunication, or 

providing a high-speed data connection between different parts of a building. 

 

                                           Figure 1.6: Fiber Optics 

 

Advantages of optical fiber: 

1. Greater bandwidth than metal cables, larger carrying capacity. 

2. Less susceptibility than metal cable to interference. 

3. Much thinner and lighter than metal wire. 

4. Data can be transmitted digitally. 

5. Fiber optics cable cost much less to maintain                                                                                                                                               

https://en.wikipedia.org/wiki/Telecommunication
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Fiber optic Laser:                                                                                                               

The condition of an optical fiber can easily be checked with the fiber tester FIBERCHECK by 

coupling in good visible laser light. If the beam hits a damaged part, most of the light is scattered 

out of the fiber. In this way a broken fiber can easily be recognized. 

 

                                                       Figure 1.7: laser light 
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DB Meter:                                                                                                                                   

Practically every measurement in fiber optics refers to optical power measured in db. Power in a 

fiber optic system is like voltage in an electrical circuit. It's important to have enough power, but 

not too much. Too little power and the receiver may not be able to distinguish the signal from 

noise; too much power overloads the receiver and causes errors too. 

 

 

 

Figure 1.8: DB Meter 

 

Measuring power requires only a power meter, a known good fiber optic cable and a little help 

from the network electronics to turn on the transmitter. 

To measure power, attach the meter to the cable attached to the source that has the output you 

want to measure (see diagram to the right). That can be at the receiver to measure receiver 

power, or using a reference test cable (tested and known to be good) that is attached to the 

transmitter to measure output power.                                                  
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Chapter -3 

                                             

 Design of a Network 

The following steps are the design of a business network, that’s will fulfill all the requirements 

of any organization. 

 

 

 

 

 

 

                                                                     NO 

       

 

   

                                               YES 

  

  

 

 

Figure 1.9: Design steps of a business network                                                                                                                                                                                      

                                                                                                  

Network objectives 

Collect design information 

         create design proposal

  

         Proposal configuration 

Have all designs been        

configured?  

            Make selection 

       Move to implementation 
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Objectives of a network design: 

 Who are the users of this network and what are the requirements? 

 What types of application will be supported? 

 Does the design replace of existing network? 

 Overall responsible for network management. 

 What is the budget? 

 Design consideration. 

 

 

Requirements to design a network: 

 Bandwidth requirements  

 Performance requirements  

 Protocol required  

 Quality of service/ Type of Service (QoS/ToS) 

 Sensitivity to packet loss and delay 

 Multicast  

 Scalability  

 Security  
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Backbone network design: 

 

To design a network, we need to follow some rules or steps that create a network more efficient 

and give high performance. A designed network has some goals that are discussed earlier. 

1. Scalability  

2. Availability  

3. Security  

4. Manageability  

 

To fulfill the fundamental goals of a network there must be built an architecture that allows for 

both flexibility and growth. Hierarchical networks have some advantages over flat network 

designs. The benefit of hierarchical design is that local traffic remains local. Only traffic goes to 

other networks and its moved to a higher layer. A flat network using layer-2 devices provide the 

control broadcasts or to filter undesirable traffic.  As more devices and applications are added to 

a flat network, then response times degrade until the network become unusable. Keeping all of 

the above, we can use the hierarchical method to design of our desired network. There are some 

benefits of hierarchical network that are given below. 

 

Actually hierarchical network is divided into three layers: 

1. Core layer: connects distribution layer devices. 

2. Distribution layer: Interconnects the smaller local networks. 

3. Access layer: Provides connectivity for network hosts and end devices 
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                              Figure 2.1: Hierarchical Design of Network 

 

For long distance we can use fiber optic cable or radio connectivity for backbone connection. 

Fiber optics and radio connectivity is more efficient than Ethernet cable. Due to signal 

degradation we cannot use Ethernet cable long distance. On the other hand, by using optical fiber 

and radio connectivity we can transfer signal for long distance. Most of the backbone network is 

connected by fiber optic cable or radio connectivity. 
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Network planning: 

A typical task has to follow to perform a proper planning of a network that can solve the 

complexity. A planned network has to perform of the business of an organization. In that case, a 

perfect network plan is followed to the proper business plan. 

 

Figure 2.2: Network planning 

Long term planning (LTP): long lifetime and large investments for their deployment. 

 Strategic planning: 

 Technology  

 Network mechanism  

 Recovery mechanism 

Fundamental planning: 

 Topology planning 

 Allocation of function in networks nodes 

 Distributions functions in networks nodes 

 Resource optimization 

 Medium Term planning: Capacity upgrading of network nodes and links. This always 

follow the long term (LT) deployment strategies. 
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Overall design of a Network planning: 

 

 

 

 

Figure 2.3: Overall design of a Network planning 
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Chapter -4 

Internship activities 

In this sector I have tried to focus the maintenance and management of the network system in an 

ISP company. My main task was to ensure high security, proper maintenance service and reliable 

connection to the clients. 

ISP NOC Support System: 

 

  

 

 

 

 

  

 

 

 

 

 

 

 

           Figure 2.4: NOC support system of Radiant Communications Limited 

                                                                                                                                                                                              

       NOC Support  

            System 

Monitoring Take complain from clients 

over Phone or Email 

Detect the problem and try to find 

out the exact solution for support 

If found the solution, then 

provide the support to the client 

with great care 

If not found the solution, then 

handover to the senior to take 

care of this. 
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There were some basic works of technical department. Some of these are following  

 

Link check: 

The whole backbone networks of Radiant Communications Limited is under monitored. We can 

check any link at any time by this page. There were some build-in system by those we can easily 

understand about network down and network up. By getting the information we can take the next 

steps for better support. It’s also show the network up-down time. 

 

              Figure 2.5: Link Check page of Radiant Communications Limited                                                                                                                                                                                     
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MRTG:                                                                                                                                                

The Multi Router Traffic Graper (MRTG) is a tool to monitor the traffic load on network links. 

Radiant Communications Limited also maintains these tools for monitoring. By this tools we can 

monitor 

 Traffic load on a network for specific client 

 Total given bandwidth for a network 

 Specific using data of client 

 Inbound data rate, outbound data rate, average maximum/minimum data rate 

 Switch port of a client from where he is connected 

 An user is connected or disconnected  

 

 

 

Figure 2.6: MRTG                                                                                                                                                                                                                
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Network Management Service [NMS]: 

 It’s another site of Radiant Communications Limited. We can take care and monitor the whole 

network system of RCL by this site. I have used this page practically and I monitored the 

following things by this tools: 

1. How many devices [switch/router] are using and using location. 

 

Figure 2.7: NMS 

 

2. Client connection port in switch, traffic of client, speed, mac address etc. 

 

 

Figure 2.8: NMS 
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3. The real time using graph of a client: 

 

Figure 2.9: NMS 

Besides, many other build-in system is attached with this tools by which we can easily detect the 

problems of clients and provide the best solutions.  

 

Radiant IP-address management:   

Radiant IP-address management is another website where the whole using ip-address is 

maintained. Besides this there are some other functions that we monitored: 

1. The corporate network details of Radiant Communications Limited. 

 

                                         Figure 3.1: RCL corporate network 
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                                                   Figure 3.2: RCL corporate network 

2. Provider network of Radiant Communications Limited. 

 

 

                                          Figure 3.3: RCL Provider network 
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3. We can see and monitored the details of client that are connected each and every port of 

specific access switch. 

 

 

                                        Figure 3.4: RCL corporate network details. 

 

Radiant ticket: 

When we get a problem from client then first we try to solve that instantly. If we fail then we 

take some times from client and create a ticket for showing this to the upper technical person. 

Radiant ticket is another technical tool where some unsolved problems are stored with priority 

based.  

 

It’s always keep in touch with the Radiant mail server. By this all the technical person can 

monitor the unsolved problems of client and can take some steps to solve that as soon as 

possible.   
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When some problem of Radiant ticket is solved then someone closed a ticket and the 

confirmation with details reached at radiant mail server automatically. By this all the technical 

person can show the solution against the problem and can learn also that, how to solve that. 

 

                                          Figure 3.5: Radiant Ticket 
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Win box:                                                                                                                                      

Win box is a software for accessing and controlling the mikrotik router. Let’s first know 

something about mikrotik router. We have used their Wi-Fi router and mikrotik router for 

connecting clients. For home users, or in small areas normally Wi-Fi router are used. But for 

Radiant’s provider network and some corporate network there used mikrotik router. Mikrotik 

router is an advance level of router, where bandwidth can be specified for a specific network and 

also there many port for connecting many clients. By using win box software, we can add or 

detach a client from Radiant’s network. We can also monitor that; a client how much bandwidth 

is using this instant or whose are now in offline. By getting the log information from win box we 

can identify the physical problem or authentication problem of a link or client. 

 

 

                                                 Figure 3.6: Win Box 
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Mail Server:  

The most using tools at Radiant support is Radiant mail server. The maximum works of Radiant 

Communications Limited is done through this server. Some of these are following: 

 Customer problem detection  

 To provide customer’s solutions  

 To contact with the IIG license provider of our company for any problem 

 To contact with the bandwidth service provider of our company for any problem 

 To get the update news of ITC connection 

 To get the update news of our own technical department  

 Overall maximum works for maintenance and management system is done by the mail 

server. 

 

                                            Figure 3.7: Radiant Mail Server 
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Chapter -5 

Additional services 

Web Technology: 

Domain Names 

We are domain name experts. After all, we had the first government contract to assign domain 

names in 1993. We know that for our customers, a domain name is a valued business asset which 

represents their image on the Web. With advanced search tools and expert advice, we help our 

customers find that perfect name. 

Web Hosting 

Building a Web site is typically the next step after acquiring a domain name. Web hosting, which 

provides the physical storage of Web site content, makes this happen. We offer Linux Web 

hosting with a confirmed and tested greater than 99.99% uptime rating. This unsurpassed 

reliability helps our customers trust us to get them online and keep them online. 

Email 

Everyone wants a memorable email address; one that says “I’m a professional business person.” 

We make this possible for millions of customers by offering an easy way to match a domain 

name to an email address 

 

Web Site Design 

Many small business owners want to do everything themselves. Others need more hand-holding 

and support. That’s why our Web site solutions run the gamut from easy do-it-yourself site 

building tools to full-service, professional Web site design, creation, and maintenance. 
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Web Site Security 

Online safety is top of mind for people surfing the Net as well as people running an online 

business. Our Web site security solutions are state-of-the-art and allow our customers to secure 

their sites for transactions, protect their sites from hackers, and preserve their reputation in the 

process. 

 

IP Telephony Solutions: 

Radiant Communications for the enterprise Success in business these days takes more than the 

telephone and traditional PBX equipment. It requires IP telephony solutions to support voice 

over IP (VoIP), open standards like SIP, mobile workers and the unified voice and data 

communications business now demands. Interactive Intelligence offers everything the modern 

enterprise needs in your choice of all-in-one IP telephony solutions to fit your organization, 

scaling from 100 users to more than 15,000 users: 

 

1. The highly scalable Customer Interaction Centre(CIC) IP platform provides a complete 

phone system for your business users, combining Microsoft application integrations, and 

messaging along with remote and mobile access, too. Additionally, if you need advanced 

features for your contact centre, CIC includes IVR, screen recording, workforce 

management, multi-site routing and more. 

2. More than simply a voicemail system, Messaging Interaction Centre(MIC) allows 

organizations in business, higher education, healthcare, and other sectors to streamline 

every aspect of messaging from a single standards-based platform 
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Key benefits:  

 Our IP PBX telephony solutions offer broad integration to business systems and expanded 

mobility, which is a benefit to any business. It’s even more beneficial when that same IP PBX 

telephony solution lets your business: 

 Replace multiple legacy hardware communication systems with a single all-in-one platform and 

application suite architected for SIP and networked VoIP 

 Reduce your total cost of ownership by centralizing system administration to one interface, 

converging voice and data on a single network, and lowering overall maintenance 

 Increase security with advanced voice encryption methods and fewer access points for system 

"break-ins" 

 Support business growth and enterprise expansion with simple application licensing, not 

additional hardware, middleware and costly capital expenditures 

                                                                                                                                                                                                                        

 

 

Security 

IP surveillance: It is quite affordable, since companies already have many components of the 

system in place (such as an IP network and broadband connectivity). With the simple addition of 

this technology, a whole new list of features and functions becomes available:  
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 Remote access of images utilizing the computer network—eliminating the need for dedicated 

security monitors in a central office 

 Password-protected access anywhere there is an Internet connection 

 Connect to a remote control station to view what is going on and control cameras and other 

aspects of the surveillance system 

 Ease of integration with other systems and applications 

 Lower TCO (total cost of ownership) by leveraging existing network infrastructure and legacy 

equipment 

 Creates a future-proof system, so no more complete system overhauls 

 

Firewall: 

A firewall is a part of a computer system or network that is designed to block unauthorized and 

wanted communication. It is such a device which is configured to permit or deny computer 

applications based upon a set of rules and other criteria. Firewalls can be implemented in either 

hardware or software, or a combination of both. They are frequently used to prevent 

unauthorized and unwanted Internet users from accessing private networks connected to the 

Internet. It specially used in the intranet. All messages entering or leaving the intranet pass 

through the firewall, it examines each message and blocks those that do not meet the specified 

security criteria. 

There are several types of firewall techniques: 

 Packet filter: Packet filtering inspects each packet passing through the network and accepts or 

rejects it based on user-defined rules. Although difficult to configure, it is fairly effective and 

mostly transparent to its users. It is susceptible to IP spoofing. 

 Application gateway: Applies security mechanisms to specific applications, such as FTP and 

Telnet servers. This is very effective, but can impose a performance degradation. 

 Circuit-level gateway: Applies security mechanisms when a TCP or UDP connection is 

established. Once the connection has been made, packets can flow between the hosts without 

further checking. 
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Proxy server:  

Intercepts all messages entering and leaving the network. The proxy server effectively hides the 

true network addresses. 

 

Data backup and Recovery: 

Data backup is an insurance plan. Important files are accidentally deleted all the time. Mission-

critical data can become corrupt. Natural disasters can leave your office in ruin. With a solid 

backup and recovery plan, you can recover from any of these. Without one, you're left with 

nothing to fall back on. Because data is the heart of the enterprise, it's crucial for you to protect 

it. And to protect your organization's data, you need to implement a data backup and recovery 

plan. Backing up files can protect against accidental loss of user data, database corruption, 

hardware failures, and even natural disasters. It's your job as an administrator to make sure that 

backups are performed and that backup tapes are stored in a secure location. 

Now we are able to provide you the following security software: 
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VPN: 

Why VPN:  

Every day when you check your e-mails or chat over Skype, shop online or simply browse some 

sites you exchange millions of bytes of information through the Internet. Luckily, to protect your 

information you don't need to become a net safety expert or buy expensive equipment. You can 

simply buy VPN solution where all your incoming and outgoing traffic goes through a secure 

VPN connection. This technology is often used by companies which need to provide access to 

their internal network from all over the world and not just from the office. But what if you want 

to use the Internet for your own private needs? There's a simple and accessible solution - the 

Radiant Communication Ltd. provides - reliable protection and guide in the "ordinary" Internet. 

 

What is special about Radiant here?  

As by using other VPN solutions all information you will send through Radiant will be 

encrypted. 

But, when you connect to Radiant you also get access to Internal Network Resources with 

exclusive content not be found in the "ordinary" Internet. Also, if you have your own interesting 

content, then once you've registered you can get involved in the partnership programme. This 

will allow you to get maximum profit out of your traffic and attract new users. And you'll be able 

to get new domain zones with simple and intelligible domain names and the necessary amount of 

IP-addresses.  
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                                                    Conclusion 

 

Radiant Communications Limited is an ISP company of Bangladesh. It is a great pleasure to me 

that i have got chance to work there as a Technical Support Engineer. Among four years what i 

have learnt from my university, i practically applied there. My main task was to learn 

maintenance and management of the network system. By this internship, I have learnt how to 

maintain a whole network system of a company. Besides, I have learnt to work under pressure 

and also work with dedication which is so much important for any corporate life. I wanted to 

gain a professional experience by serving a challenging company and i think so ‘’RCL’’ was the 

perfect place for me. Finally, I want to mention, this internship period was the great opportunity 

to gather fruitful knowledge for my future career. I hope, this experience will help to make my 

career a better and prosperous one.  
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